* FluxBB 1.4: <https://fluxbb.org/docs/v1.4>
* OWASP: <https://github.com/OWASP/ASVS>
* Detailed description of OWASP category: <https://owasp-aasvs.readthedocs.io/en/latest/index.html>
* ASVS (.pdf):

<https://www.owasp.org/index.php/Category:OWASP_Application_Security_Verification_Standard_Project>

**TOTARA:** <https://help.totaralearning.com/display/TPD/Totara+Learn+10+OWASP+ASVSv3#TotaraLearn10OWASPASVSv3-V1:Architecture,Design,andThreatModelling>

**OWASP report utilities**: <https://www.owasp.org/index.php/Session_Management_Cheat_Sheet>

v3.11: <https://stackoverflow.com/questions/18937651/php-session-ids-how-are-they-generated>

Number of cocnurrent sessions: <https://stackoverflow.com/questions/4274955/are-there-limits-for-session-variables>

Tools:

* Source Code Analysis tools provided by OWASP page: <https://www.owasp.org/index.php/Source_Code_Analysis_Tools>
* Source Code Anlaysis tools provided by some : <https://github.com/exakat/php-static-analysis-tools>
* Apache Install: <https://googleweblight.com/i?hl=en-IN&u=http://www.apachefriends.org/en/xampp.html>
* RIPS: <http://rips-scanner.sourceforge.net/>
* progpilot: <https://github.com/designsecurity/progpilot> [chosen]
  + progpilot configuration: <http://designsecurity.org/index.php?p=progpilot>
  + note: to start XAMPP: sudo nautilus /opt/lampp then run .run file
  + how to run .php files:
    - copy all the progpilot folder in /opt/lampp/htdocs/
    - put analyzer.php and source\_code1.php in progpilot
    - in the browser type http://localhost/progpilot/analyzer.php
* phpcs-security-audit: <https://github.com/FloeDesignTechnologies/phpcs-security-audit> [chosen]
* VisualCodeGrepper (only for Windows): [https://sourceforge.net/projects/visualcodegrepp](https://sourceforge.net/projects/visualcodegrepp/)

The php.ini is read when PHP starts up. The parameters used to start or restart a session a retrieved from PHPRC

We need to find PHPRC

<http://php.net/manual/it/configuration.file.php>

<https://stackoverflow.com/questions/1236374/session-timeouts-in-php-best-practices>

Documentazione FluxBB: <https://fluxbb.org/docs/v1.5/functions#pun_setcookie-user_id-password_hash-expire>